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CMAP STAGE TWO SUB GROUP1 
 

APPROACHES TO COMPETITION IN OTHER DOMAINS 
 
1. Background 
 
1.1. The CMAP Stage 2 sub-group who volunteered to complete the task of 
reviewing approaches to competition in other domains around the world have 
worked on the assumptions set out below2. 
 
2. Executive Summary 
 
2.1 The Group, in its detailed research into competition around the world, found 
a number of possible models that illustrate the ways in which competition could 
be implemented. The Group set out to describe the attributes of each competition 
model and use some specific objective criteria to analyse those models.  This 
document in no way makes any judgement about the veracity of any of the 
models. 
 
2.2 The Group included in their research the information contained in the 
Internet Engineering Taskforce’s RFC 28263, the Summary of which is as follows: 
 
To remain a global network, the Internet requires the existence of a globally 
unique public name space.  The DNS name space is a hierarchical name space 
derived from a single, globally unique root. 
 
This is a technical constraint inherent in the design of the DNS.  Therefore it is 
not technically feasible for there to be more than one root in the public DNS.  
That one root must be supported by a set of coordinated root servers 
administered by a unique naming authority. 
 
Put simply, deploying multiple public DNS roots would raise a very strong 
possibility that users of different ISPs who click on the same link on a web page 
could end up at different destinations, against the will of the web page designers. 
 
This does not preclude private networks from operating their own private name 
spaces, but if they wish to make use of names uniquely defined for the global 
Internet, they have to fetch that information from the global DNS naming 
hierarchy, and in particular from the coordinated root servers of the global DNS 
naming hierarchy. 
 
2.3 In all the models there are two key areas of possible competition.  The first 
is between resellers within a single domain space (eg, .com or .com.au).  This is 
usually quite vigorous with a wide range of prices.  The lowest price tends to 
reach the level slightly above the wholesale price from the registry and in some 
cases domain names are given away for "free".  This phenomenon is much the 
same as Internet Access and Mobile Phones which are given away "free" as part 
of a larger agreement. 
 

                                                 
1 The group consisted of Liz Williams, Bruce Tonkin, Rob Anderson, Andrew van der Stock, Pauline van Winsen, Tony Hill and Gregg 

Sononenburg with input from George Michaelson & Jo Lim. 

2     That we focus on the competition aspects of domain name policy management; 

That we use the ICANN division of regions in the world (Africa, Asia/Pacific/Japan, Europe, Latin America & Caribbean, North America) to 

analyse competition in the provision of registry and registrar services; 

That we use a case study approach to pull together some comparisons and judgements about how competition has been introduced in the 

provision of domain names services in other countries; and 

That we produce a simple report indicating best practice for competition in this arena which is consistent with general competition policy 

principles and recognises the technical and other impacts on the management of domain names. 

3http://www.ietf.org/rfc/rfc2826.txt?number=2826  
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2.4 The second area of competition is between registries.  At the international 
level there is competition between .com, .ca, .com.au and .co.uk.  Competition is 
mostly affected by how open the domain is, for example, .com is much more 
open than .com.au, and the international recognition of the domain name 
amongst consumers (tends to relate to the population of the country).  ICANN’s 
recently announced expansion of the gTLD space will create an opportunity for 
competition in .aero, .biz, .coop, .info, .museum, .name, and .pro.4 
 
2.5 Whilst competition is strongest at the international level, at the country level 
there is competition between, for example, .com.au and .net.au.    Competition is 
currently limited due to the limited number of second level domains and their 
quite specific meanings to consumers (eg .com.au which is seen as commercial 
and, for example, .net.au which is seen as for network service providers). 
 
2.6 As a result of the significant differences in each of the models and the 
impact that will have on any decision with respect to an appropriate model for 
Australia, the specific nuances of each of the models will be found in the Stage 
Three Report. 
 
2.7 In arriving at any conclusions in the Stage Three Report, the Stage Two 
Sub Group and the wider CMAP agreed that end user benefits be taken into 
account in addition to any technical considerations. 
 
3. CMAP Terms of Reference5 
 
3.1 The group focused on the competition policy principles contained in the 
CMAP Terms of References and included in their analysis the broader impact of 
the necessity for technical stability within the DNS.   We also took account of the  
feasibility of implementation and whether the model had support from the 
community for which it was designed. 
 
3.2 We developed a glossary of terms which, if shared across the Names Panel 
& CMAP, may provide some common ways of describing important aspects of 
the work of both groups.  The glossary can be found at Appendix Two. 
 
4. Rationale 
 
4.1 The analysis here is intended to identify the main differences between the 
competition models adopted around the world.  We have identified models in 
terms of the countries where they are used, for example, “the New Zealand 
model or the USA model”.  We have tried to identify the characteristics of 
particular models, use neutral criteria to assess those characteristics and then 
divine attributes that may be applicable to the Australian environment. 
 
4.2 One common thread is that competition mostly occurs at the provision of 
customer service (this is variously described as registrars, resellers, members) 
for a particular domain.  In some domains the Registry provides no customer 
service to Registrants (eg ".com", ".ca"), and in other domains the registry 
organisation can also carry out direct sales and customer service (".co.uk", 
".com.au").  Competition also occurs between registries (eg ".com.au", ".net.au", 
".com"). 
 
4.3 The Registry function can be divided into several components.  These 
components can either be provided by a single organisation (eg in ".uk" and ".ca") 
or are provided by several organisations (eg ".com" separates DNS zonefile 
functions from details of domain owners, ".com.au" also does this).  Thus ".uk" 

                                                 
4 Further information can be found at http://www.icann.org/announcements/icann-pr16nov00.htm. 

5 http://www.auda.org.au/panel/competition/tor.html#Principles 
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and ".ca" are considered to have fat registries, and "com" and ".com.au" have thin 
registries for the DNS information (ie the domain name, and the IP address of the 
nameserver that resolves the domain name to an IP address). 
 
4.4 The international trend (eg ".ca", ".com", ".co.uk") is to minimise any policy 
work.  This helps keep the Registry costs down, as the operation is fully 
automated.  The trend is also to combine the DNS information, the primary name 
server, and the domain name registrant information in one site (ie a fat registry).  
This again leads to operational efficiencies and hence cost savings in registry 
services. 
 
4.5 Note that some domains separate policies from the registry (eg “.com”, 
“.com.au”), and others have policy managed by the registry (".co.uk", ".ca", 
".net.au").  This seems to correlate with whether the registry is run by a non-profit 
company or not. 
 
5. Competition Arrangements in Top Level Domains (gTLDs) 
 
5.1 It is useful to highlight here the competition aspects of top-level domains. 
 
5.2 ICANN is the body responsible for introducing competition for the .com, .net 
and .org gTLDs under its Memorandum of Understanding with the US 
Department of Commerce signed on 25 November 1998.6   ICANN's role in 
developing competition is specified in part C5 of the MOU. 
 
5.3 A year after signing its MOU with the Department of Commerce, ICANN 
signed an agreement with Network Solutions, Inc effectively beginning the 
introduction of competition.  It allowed for multiple registrars to gain access to the 
Shared Registration System developed by NSI.  The Agreement was signed on 
10 November 1999.7 
 
5.4 Prior to the agreement with ICANN, NSI held a government-granted 
monopoly over new domain name registrations and renewals.8  The Agreement 
with NSI is designed to last for four years or up to eight years if NSI divests its 
registry function to a non-related body, under clause 23. 
 
5.5 ICANN takes on the role of accrediting registrars and signs an agreement 
with each one.  There is a 16-step process outlined for accreditation by ICANN as 
a registrar.  Several steps in this process involve signing agreements and 
establishing the relationship with NSI.9    There are currently around 65 
accredited and operational registrars, plus another 55 registrars accredited but 
not operational.10 
 
5.6 NSI sets the price of access to its registry at US$6.00 per initial registration 
or annual increment, in its agreements with registrars - clause 5.2(b).11  The 
establishment of a set price is noted but not set in the agreement with ICANN.    
NSI Registry Division operated registry services for .com, .net and .org until 
recently.  On 14 September 2000, Network Solutions Registry division has 
changed its name to VeriSign Global Registry Services.  According to Verisign, 
the name change of the Registry division highlights internal moves to capitalise 
on the synergies between this unit and its VeriSign parent.  It is also part of a 

                                                 
6 Refer http://www.icann.org/general/icann-mou-25nov98.htm 

7 Refer:  http://www.icann.org/nsi/amend1-jpamou-04nov99.htm 

8 Refer:   http://www.icann.org/general/background.htm#4   

9 Refer:   http://www.icann.org/registrars/accreditation-process.htm 

10 Refer:  http://www.icann.org/registrars/accredited-list.html 

11 Refer: http://www.icann.org/nsi/nsi-rla-04nov99.htm   
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larger plan to establish VeriSign as the world’s pre-eminent Internet infrastructure 
company.12 
 
5.7 Among the services that offered by VeriSign Registry Services are technical 
assistance to registrars attempting to complete the certification process, on-going 
access to the Operational Test and Evaluation environment to enable registrars 
to test new software enhancements, 24x7 customer (registrar) support, high-
touch, "hub and spoke" customer service model (one point of contact assigned to 
provide access to key technical and business subject experts), a cross-functional 
SWAT team that is mobilised as necessary and finally but most importantly - 
belief in the philosophy that only the customer can tell us when their problem is 
resolved, not us.13 
 
5.8 The model illustrated below includes only technical and mechanical 
engineering characteristics.  The success of any competition model though 
depends on other factors including broader community stakeholder interests.  In 
addition, historical, political and policy impacts need to be taken into account.  A 
graphical representation of the situation for .com, .net & .org is found below: 

                                                 
12 Refer:  http://www.nsiregistry.com/aboutus/news/2000sept/press091300.html 

13 Refer:  http://www.nsiregistry.com/aboutus/ 
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Table 1 - .com/.net/.org Model 
 

�

Primary 
NameServer 

Secondary 
NameServer 

a.root-servers.net 

c.gtld-servers.net  

Internet 

Internet 
end users 

Secondary 
NameServer 

d.gtld-servers.net 

Secondary 
NameServer 

e.gtld-servers.net 

Secondary 
NameServer 

m.gtld-servers.net 

Zone File Manager 
 

Partial WHOIS 

Domain 
Name 
Registrants 

 

Internet 

“.com”, “.net”, “.org” 
Domain name system 

ICANN-
Accredited 
Registrar & 
Partial 
WHOIS 

Secondary 
NameServer 

b.gtld-servers.net 

ICANN – 
Accredited 
Registrar & 
Partial 
WHOIS 

WHOIS access 

Verisign “thin” registry 

Reseller 

Policy 

ICANN 

Note: WHOIS service is a two phase process. 
Phase 1: Retrieve Registrar details for each domain 
name from Registry 
Phase 2: Retrieve Registrant details from Registrar 
discovered in Phase 1. 
Only ICANN Accredited Registrars can register 
names directly with the Registry.  Registrants have 
an agreement with a Registrar, which may be via a 
reseller. 

Verisign 

Phase 1 

Phase 2 

Reseller 
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6. The Global Domain Name Market 
 
6.1 In order to get to the stage where it was possible to analyse specific 
competition models, we needed a clear understanding of the domain name 
market in all ccTLDs.  This section sets out in summary form some demographics 
about the domain name market around the world.  It also includes some detailed 
case studies of particular approaches to the introduction of competition.   Detailed 
information on each ccTLD can be found at the end of the document, in Acrobat 
Reader form, in a series of comprehensive tables which the group have pulled 
together as base data for the analysis which appears below. 
 
6.2 We divided the world along lines consistent with ICANN’s 
(http://www.icann.org) regional divisions.  The volunteers to the group each 
choose a region that they analysed.  This section, by its very nature, requires 
some subjective judgement.  That judgement is filtered, based on the principles 
outlined in footnote two above. 
 
7. Regional Summary 
 
Table 2 - Regional Summary 
�
Region 
 

Key features 
 

Africa Little competition now and little expected for 
foreseeable future 

Asia/Australia/Pacific No common features, discussions about how to 
introduce competition well advanced in some 
countries; non-existent in others.  Approaches to 
competition all different. 

Europe Competition advanced in some countries.  Moving 
rapidly to competitive environment. 

Latin America/Caribbean Little competition yet. 
North America & Canada Provision of domain names services very competitive.  

Canadian model highlighted below. 
 
7.1 The series of tables below indicate, in each domain listed the various 
components of a domain name registration system, the organisation (or 
individual) responsible for each component, and where there is competition (via 
multiple organisations) for performing the functions of any component. The tables 
illustrate a selective list of domains. 
 
Table 3- Policy Management 
 
Domain Policy Body Policy type Policy 

automation 
Policy 
check 

Policy 
dispute 
resolution 

“.” ICANN Closed Manual ICANN None 
“.com” ICANN Open Automated Verisign None 
“.au” Robert Elz Closed Manual Robert Elz None 
“.com.au” auDA Partially 

closed 
Partial 
automation 

Melbourne 
IT 

Independent 
arbitration 

“.net.au” Connect.com.au Partially 
closed 

Partial 
automation 

Connect. 
com.au 

None 

“.org.au” Robert Elz Partially 
closed 

Manual Robert Elz None 

“.ca” CIRA Open Automated CIRA None 
“.uk” Nominet Closed Manual Nominet None 
“.co.uk” Nominet Open Automated Nominet None 
“.nz” ISOCNZ Closed Manual ISOCNZ 

(domainz) 
None 
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“.co.nz” ISOCNZ Open Automated ISOCNZ 
(domainz) 

None 

“.nz”- 
proposed 

ccTLD manager Closed Manual ccTLD 
manager 

None 

“.co.nz” - 
proposed 

ccTLD manager Open Automated Registry Independent 
arbitration 

“.il” ISOC-il Closed Manual ISOC-il Advisory 
Committee 
panel 

“.co.il” ISOC-il Partially 
closed 

Partial 
automation 

ISOC-il Advisory 
Committee 
panel 

“.tv” dotTV Open Partial 
automation 

dotTV none 

“.cc” eNIC Open Partial 
automation 

eNIC none 

�
Table 4- Zone Files & Name Servers 
 
Domain Zone File Manager Primary Name Server Secondary Name 

Servers 
“.” Verisign Verisign 12 
“.com” Verisign Verisign 11 
“.au” Robert Elz University of Melbourne 6 
“.com.au” Melbourne IT/AUNIC University of Melbourne 4 
“.net.au” Connect.com.au Connect.com.au 2 
“.org.au” Robert Elz University of Melbourne 3 
“.ca” CIRA CIRA 5 
“.uk” Nominet Nominet 4 
“.co.uk” Nominet Nominet 3 
“.nz” ISOCNZ ISOCNZ 6 
“.co.nz” ISOCNZ(domainz) ISOCNZ(domainz) 6 
“.nz”- 
proposed 

Registry Registry 6 

“.co.nz” - 
proposed 

Registry Registry 6 

“.il” ISOC-il ISOC-il 4 
“.co.il” ISOC-il ISOC-il 4 
“.tv” dotTV dotTV 6 (dotTV) 
“.cc” eNic eNic 6 
�
Table 5- Registrant support & Dispute Resolution 
 
Domain Registrant 

information 
database (WHOIS) 

Registrant 
customer support 

Registrant-Registrant 
Dispute Resolution 

“.com” Distributed amongst 
Accredited Registrars 

Accredited 
Registrars and their 
resellers 

Uniform Dispute Resolution 
Policy 

“.com.au” auDA (AUNIC) Melbourne IT and 
over 500 resellers 

None 

“.net.au” Connect.com.au Connect.com.au None 
“.org.au” auDA (AUNIC) Robert Elz None 
“.ca” CIRA Certified Registrars CIRA Dispute Resolution 

Policy 
“.co.uk” Nominet Nominet and 

Nominet Tag 
Holders 

Nominet Dispute Resolution 
Service 

“.co.nz” ISOCNZ(domainz) ISOCNZ(domainz) 
and Accredited 
“.nz” Providers 

None 

“.co.nz” - 
proposed 

Registry Registrars None yet 
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“.co.il” ISOC-il ISOC-il and 
Accredited 
Registrars 

Advisory Committee Panel 

“.tv” dotTV dotTV and 
accredited resellers 

Uniform Dispute Resolution 
Policy 

“.cc” eNic eNic and 
accredited resellers 

None 

 
8. Case Studies 
 
8.1 This section describes in detail specific models for competition which have 
been implemented in other countries.  No judgements are made here about the 
effectiveness and efficiency of any of the models.  Analysis of the various 
attributes of the models are made in the tables which highlight objective criteria 
against which the models were assessed by the group. 
 
8.2 New Zealand 
 
8.2.1 The New Zealand Shared Registration System working group has tabled 
their recommended model for the .nz domain space. This model could be 
classified as a Thick Registry model and has three groups, excluding registrants 
managing the processes of providing all domains under the .nz ccTLD 
 
8.2.2 These groups are: ccTLD manager, the registry, accredited registrars and 
registrants.  The ccTLD Manager is independent of the Registry and only deals 
with registrants if dispute resolution is required. The Registry does not provide 
domain registration services to Registrants. 
 
8.2.3 The October 20, 2000 “woodenman” model proposed the main roles, 
responsibilities and authorities of the three groups as follows: 
 
Table 6- New Zealand 
�

ccTLD Manager Creates and enforces policies 
Oversees correct and efficient operation of the domain registration 
process 
Manages tenders and accreditation of Registry and Registrars 
Facilitates dispute resolution process 
Receives funding from the Registry from funds collected from 
Registrars 

Registry Provides/maintains systems for the Registrars and resellers 
Does not deal directly with registrants- sole customers are the 
Registrars 
Maintains a “thick Registry” and escrow services including the audit 
log (time-stamping of any changes to records) 
Provides the public with a basic WHOIS service 
Authenticates any cases where a registrant has lost their Unique ID 
(password) 
Collects fees from the Registrars and distributes some of these fees 
to itself and  ccTLD Manager for infrastructure / overheads 

Registrars Provides all services including authentication passwords to the 
Registrant. 

 
8.2.4 On October 20 2000, the Shared Registration System (SRS) working group 
tabled their “woodenman” proposed model for the .nz domain space. This model 
supersedes the three “strawmen” models which were tabled for discussion in 
July. The working group was formed on 31st March and they had hoped to 
complete the process by the 23rd June. 
 
8.2.5 The three strawmen models were: 
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• A thin registry model with no interaction between the registrant and the 
registry. This model proposed the introduction of an “escrow agent” which 
would maintain the data not held in the registry so that an audit trail existed 
on all registry operations ( eg transfers of domains). This escrow body would 
also provide a backup set of data in the event that a Registrar ceased 
operation or there was a dispute between parties. 

• A “Lighter” registry where the registry acts as the operational arm of the 
ccTLD Manager.  This model had a much larger amount of data sitting on the 
registry as the registry assumed the role that the escrow body would have 
performed under model 1. The registry would not deal directly with the 
registrant and the registrars would issue the password to the registrant. 

• A Thick model which argued the case for providing registrants a hard copy 
certificate and discussed in some detail how they saw the mechanism 
working for managing the password or registrant ID. 

 
8.2.6 In reviewing the models, consideration was given to shortcomings in the 
current gTLD model where a “bungled” transfer resulted in “races.com” being 
accidentally made available to another applicant, and for the domain “sex.com” to 
be stolen by the use of a forged letter requesting a domain transfer. 
 
Table 7- NZ Data Capture 

Data to be maintained:�

 WHO -IS Registry Registrar / 
registrant 

Domain Name Y Y Y 
Registrar Name Y Y Y 
Registrar contact details Y Y Y 
Registrant Name Y Y Y 
Registrant (admin)contact details Y Y Y 
Technical contact information Y Y Y 
Domain Password  Y Y 
Name servers  Y Y 
Domain Name status  Y Y 
Domain expiry date  Y Y 
Initial registration date  Y  
History of domain name changes  Y  
Billing Name / Contact details   Y 
�
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Table 8- NZ Model 
�
�

Primary 
NameServer 

Secondary 
NameServer 

ns1.dns.net.nz 

rata.vuw.ac.nz  

Internet 

Internet 
end users 

Secondary 
NameServer 

gorgon.xtra.co.nz 

Secondary 
NameServer 

ns1.clear.net.nz 

Secondary 
NameServer 

ns99.waikata.ac.nz 

Registry: 
Zone File Manager 

WHOIS service 

Domain 
Name 
Registrants 

 

Internet 

Proposed “.co.nz”  
  Domain name system 

Registrar 

Secondary 
NameServer 

mx.nsi.nasa.gov 

Registrar 
ISOCNZ (domainz) 
Fat Registry 

Agent 

ccTLD ISOCNZ 

WHOIS access 

Agent 

Proposed “.co.nz” domain name registration 
infrastructure

ISOCNZ 
(domainz) 

Note: The main change from 
the previous model is the 
restriction on the Registry 
dealing directly with 
Registrants. 
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8.2.7 New Zealand’s report is at 
http://www.isocnz.org.nz/consult/FinalReport201000.html.  Analysis of the final 
model and industry discussions can be found at 
http://www.isocnz.org.nz/consult/Woodenman.html and this was decided upon 
after reviewing these 3 models http://www.isocnz.org.nz/consult/strawmen.html. 
 
8.3 Canada 
 
8.3.1 From November 8th, 2000 the Canadian domain name administration is 
handled by CIRA, the Canadian Internet Registration Authority. A transfer was 
made from the University of British Columbia (UBC) to CIRA.  The explosion of 
the Net made the informal arrangements with UBC obsolete and necessitated a 
sound legal footing for domain name management. 
 
8.3.2 CIRA is a not-for-profit association (www.cira.ca) in which Canadian 
Government has vested domain name administration. It is responsible for setting 
policy, managing and operating the .ca domain database and registering Domain 
Names. CIRA is now accrediting registrars in the .ca domain. While CIRA itself is 
a monopoly registry, there is active competition in the registrar business in 
Canada. As at November 24th, 2000, there were 63 CIRA accredited registrars.  
An informal organization of registrars, the ca-registrar group, has been formed to 
represent the registrars’ interests to the CIRA Board. 
 
8.3.3 CIRA's current Board is due to be gradually replaced by elected members. 
Holders of .ca domains are eligible to vote if they decide to become members of 
CIRA. The rules for holding .ca names are also due to be liberalised under the 
new CIRA regime; nevertheless Canadian citizenship, incorporation, or some 
form of physical presence is still required to hold a .ca name. 
 
8.3.4 There are currently 98,000 .ca registrants. .ca names became available 
after November 8th to qualified applicants on a first-come, first-served basis. The 
CIRA website explains the eligibility rules and sets out a list of registrars that 
potential customers can peruse - (http://grive.cira.ca/en/docs_registrant.html).  
Further references can be found at http://www.internic.ca/transfer/faq.asp and 
http://www.cira.ca/. 
 
8.4 United Kingdom 
 
8.4.1 Domain name services in the UK are provided under a fat registry model.  
Nominet UK is the primary name server, registry, zone file manager and policy 
body for .uk domain names. Nominet states that it is "not a governing or 
regulatory body, but provides a public service for the .uk namespace on behalf of 
the Internet community". 
 
8.4.2 Nominet has over 2000 members, mainly ISPs, who have voting rights in 
the way the company is run. Most members are also 'Tag Holders', which allows 
them to process domain name applications through Nominet's automated 
registration system, the 'Automaton', at a wholesale rate. 
 
8.4.3 The Group recognised that the Nominet UK model has some interesting 
features that are worth exploring, and should be considered in more detail during 
later phases of the Panel's work. 
 
8.4.4 The graphical representation of the Nominet UK model is found below. 
 
�
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Table 9 - UK Model 

Primary 
NameServer 

Secondary 
NameServer 

ns1.nic.uk 

sec1.dns.uk.psi.net  

Internet 

Internet 
end users 

Secondary 
NameServer 

ns.eu.net 

Secondary 
NameServer 

ns-nom.pipex.net 

Zone File Manager 
WHOIS service 

 
Name Policy 

Manager & Check 

Domain 
Name 
Registrants 

 

Internet 

“.co.uk”  
  Domain name system 

Nominet 
Tag Holder 

WHOIS access 

Nominet Fat Registry 

Reseller 

Note: Registrants can directly register a domain 
name with Nominet.  Nominet Tag Holders are able 
to register domain names through an email 
interface at a wholesale rate. 

Nominet 

Reseller 

Nominet 
Tag Holder 

“.co.uk” name registration infrastructure 



 
 

 
13

 
9. Smaller country case studies 
 
9.1 The smaller countries outlined below have taken different approaches to 
running their ccTLD.  They are included here to provide an alternative view to the 
larger countries. 
 
9.2 Tuvalu 
 
9.2.1 The .tv domain space is managed by dotTV which has sole rights to the 
domain space as a result of a minimum US$4 million per annum deal. The 
competition they have introduced is only between their resellers. They sell direct 
to the public at US$50 per domain year and offer 30+% discounts to resellers. 
They do register generic and 1 – 3 character domain names at premium prices. 
They currently offer five Asian Internationalised domain characters. 
 
9.3 Israel 
 
9.3.1 The .il domain space is administered by ISOC-IL (the Israeli Internet 
Society) which acts as ccTLD manager and registry. It is still effectively a 
monopoly with an initial charge of US$60 for a two-year registration followed by 
US$20 for each subsequent two-year registration. 
 
9.4 Cocos (Keeling) Islands 
 
9.4.1 This is another domain space run by Americans who have very successfully 
marketed the domain space to the global market. They offer 24 internationalised 
domain character sets. 
 
10. Criteria for Analysis 
 
10.1 As the Group did their work it became obvious that there were sets of 
salient questions that needed answering before we could analyse the efficacy of 
any particular model.  The questions are not an exhaustive list and the broader 
group may have some further comments to make.   
 
10.2 We have included data for .au, .nz and .ca to illustrate what a completed 
table may look like.   



Table 10 - Key Questions 
�
 .au present Proposed .nz New Canada 
Name of ccTLD Manager Robert Elz 

AuDA has been 
delegated .com.au 

Currently ISOCNZ CIRA 

Name of Registry Various Currently Domainz CIRA 
Structure    
can registrants register as second level domains? No No Yes but geographic 

second levels exist 
are separate registry functions maintained for the different second level domains? Yes No N/A 
is the Registry separate from the ccTLD Manager? Yes Yes No 
can the Registry act as a Registrar? Yes- sole registrars but 

reseller programs are 
in place with .com.au 

No No 

who is responsible for maintaining the WHOIS database? AUNIC , Connect Registry CIRA 
who is responsible for running, maintenance and redundancy of  DNS name servers? Registries/ Robert Elz Registry CIRA 
who generates the zone files? Registries Registry CIRA 
how readily can domains be transferred to a new Registrar? N/A Easy Easy 
    
Contracts    
are all contracts with registry(ies) managed by the ccTLD Manager? auDA manages 

.com.au contract 
Yes Yes 

how is the tender process for the Registry function managed? N/A To be determined N/A 
who accredits and manages the Registrars? Robert Elz ccTLD Manager ccTLD 

Manager/Registry 
who manages the ccTLD and its delegation? Robert Elz Currently ISOCNZ CIRA 
    
Policy – if there is a policy with respect to names then    
who sets the policies? Robert Elz ccTLD Manager CIRA 
who implements them? Registries Registry CIRA 
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how automatable is the policy checking process? Partial Fully Fully 
    

Disputes    
what dispute resolution processes exist and do they apply to all levels of dispute, Independent arbitration 

at .com.au, none at .au 
level 

Guidelines set and 
process facilitated 
by ccTLD Manager 

CIRA are 
developing 
Alternate Dispute 
Resolution policy 

who sets the dispute resolution guidelines? Registries ccTLD Manager CIRA 
who arbitrates those disputes and where does that take place? Independent arbiter 

chosen and paid for by 
complainant 

Independent Arbiter TBA 

are all disputes handled by the same mechanism? N/A N/A N/A 
    
Escrow    
what is the extent of data that is maintained, where is it held, who has access to it? Registrant info not 

centralised 
Extensive  

Does this data include an audit log (time-stamping history) ? No Yes  
Is this data held in escrow ? AUNIC data is not in 

escrow, Melbourne IT 
data has good 
redundancy 

Yes  

who is responsible for it ? Registries Registry CIRA 
does the ccTLD Manager have access to it? No Yes N/A 
what data is held by Registrars that is not in escrow? N/A Billing only Billing only 
    
Security    
authentication for access to domain names – issued by registrar or registry N/A Registrar  
password control – who does it and who manages authentication N/A Registrar  
are there hard copy certificates issued No No No 
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Costs    
how much is paid for the registry function and who pays for it N/A  Registrars pay 

C$1000 + $20 per 
domain year to 
CIRA 

who pays the ccTLD Manager and how is this managed Robert Elz acts as 
volunteer. AuDA 
receives funding from 
Government and key 
registries 

Registry Registrars 



 
11. Conclusions -  Making Rational Choices About Realistic Models  
 
11.1 The documentation here provides a comprehensive illustration of how 
competition has been implemented in other countries around the world.  The Sub 
Group has attempted to be objective, descriptive and factual in their data 
collection.  Any correction of errors is welcomed. 
 
11.2 The Group have not made any recommendations about any particular 
model – this analysis for the next stage of the broader Group’s work.  We have 
identified a number of issues which will need to be taken into account in the 
Stage Three analysis and will contribute those issues to the Group as a whole.   
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Appendix One  – Detailed Discussion of Regions 
 
This section gives some detail on the approach to competition in each region.  
Each of the volunteers used the CMAP terms of reference as the filter for the 
issues they would focus on and the outcomes they found to work effectively.  In 
some cases, little information is available and that has been highlighted.   The 
spreadsheets indicating the attributes of each ccTLD is included for further 
information. 
 
Africa 
 
Summary 
 
There are no competitive registries in operation in Africa. Some country codes 
have only recently been delegated, eg .ps, Palestinian States, and many NICs 
which have been established are unstable possibly due to political problems 
and/or issues with reliable bandwidth, eg .ng,  Nigeria, .sd, Sudan, & .gm, 
Gambia. Given the difficulties, the fact that some registries exist at all is quite 
astounding. 
 
Various domain registrars around the world offer to register domains in the 
African ccTLDs for nominal fees plus the ccTLD charges if they apply.  Fees for 
domain registrations vary widely between the African ccTLDs. A popular model in 
operation is free registrations for local organisations in order to stimulate local 
interest in the Internet, with charges being applied to international organisations, 
eg .cg, Republic of Congo. 
 
Other ccTLDs are operated as commercial concerns by organisations/individuals 
outside of the country concerned, eg .sh, St Helena and .ac, Ascension Island.  In 
most cases it was unclear who were beneficiaries of monies collected via domain 
registrations.  Many ccTLDs imposed restrictions on name choice to 
organisational relevant names within the 2LD hierarchy.  Others permitted any 
"non-offensive" names at the top-level. 
 
The website, http://www.afridns.org, was immensely helpful in consolidating 
information. This organisation is Africa’s parallel to ICANN.  This site lists the 
state of play with many of the ccTLD registries and hosts mailing lists where 
issues with African domain name registries are discussed. 
 
Of interest to .au, or maybe .au will be of interest to the interested parties in 
South Africa, is the current state of play with the South African domain, .za. .za 
has a similar model to .au, where .co.za is run as a commercial registry and a 
volunteer handles all other 2LD’s. Discussions are in progress as to the future of 
the .za domain. These discussions are available at:  
http://www.isoc.org.za/dc/index.html 
 
Asia/Australia/Pacific 
 
Summary 
 
There is very little homogenous information on this region.  The region includes 
such diverse countries as Israel, Australia and the small Pacific States.  With 
respect to the latter, the impact of the sale of country codes such as .tv is not yet 
fully understood but the commercialisation of country codes is an important issue 
requiring further investigation. 
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Australia 
 
This information is provided in the Stage One CMAP document. 
 
Asia/Pacific 
 
This enormous collection of countries offers little homogeneity with respect to 
competition.  Each of the country codes are outlined in the associated 
spreadsheets detailing delegation of authority and management of root servers.   
 
Europe 
 
Summary 
 
The really competitive regimes are those where the registry allows ISPs and 
other registrars (aka "participants", "suppliers") to register domains as well as 
themselves. Even small countries like Sweden had literally hundreds of 
registrars, along with very cheap domains (the cheapest being Denmark at 
approximately $8.70 + tax per year). The most expensive was Ireland, which was 
competitive. 
 
The least competitive and most restrictive regimes was a tie between .eu (in 
transition), Nominet (UK) and Greece (which is like Australia was about 10 years 
ago before .net.au and .com.au were spun off). 
 
All European ccTLD registries (with the exception of .uk) allowed 
domainname.cc, with Germany taking the cake for 2LD - over three million. 
 
Currency conversion is via http://www.fxtop.com if euro price is not marked. If an 
annual fee in national currency says "+ VAT", the converted euro price is without 
VAT.  http://www.iana.org/cctld/cctld-whois.htm was priceless to me in the 
preparation of this spreadsheet.  Most registries have complete English pages, 
with the exception of Portugal, Sweden and Netherlands 
(http://babelfish.altavista.com) ftp://ftp.ripe.net/ripe/docs/ripe-152.txt is an 
interesting read for somewhere further down the track. 
 
Latin America/Caribbean 
 
Summary 
 
Domain name registration throughout Latin America and the Caribbean has not 
yet reached the stage of development where competition has been introduced . 
Consequently the existing policies in this region provide very little input to the 
process of developing a competition model recommendation for Australia 
There are 41 countries in the region of which 20 are members of LACTLD (Latin 
American Caribbean Country Code Top Level Domain Organization). At present 
there are only three  registration models operating in the various countries 
investigated: 
 

1. Administration is still maintained by Universities / Government ministries. 
2. Administration is maintained by commercial organisations promoting the 

ccTLDs as international domains ( eg. .tt, .ag ) 
3. For some of the smaller Caribbean countries the local telecommunication 

company maintains the administration. Domain registration in these 
cases is rarely advertised on the websites, but is available by email 
contact. 
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The pricing levels are still relatively high and numbers of registration are 
relatively low compared with most other regions of the world. None of the 
services in this region offer immediate on-line registration, so cost of processing 
a registration is not insignificant. 
 
Not only do the countries investigated currently operate under a monopoly , but 
also there appear to be very few offering reseller programs. ISPs and other 
companies acting as resellers are charging fees in addition to those that would 
be charged if registering directly with the Registry. Of the 35 countries reviewed 
all have a central Registry which acts as the Registry for all first and second 
level domains. 
 
Although outside the scope of this panel’s brief , it is interesting to note that 
several countries are already offering a wide range of second level domains. 
Brazil for example offers 32 profession codes (eg .trd.br for translators).  Most 
countries require a local presence to register a domain name. 

 
North America 
 
Summary 
 
USA 
 
The .us domain name is one of the most under-used in existence.  It provides 
little in the way of useful information on competition and is referred back to the 
group for further study. 
 
Canada 
 
This information is provided in the main body of the document above. 
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Appendix Two  – Glossary of Terms 
 
In discussing worldwide competition models, we found it useful to have a ready 
reckoner of definitions.  The following is not an exhaustive list but it is what the 
Stage Two Group have been using in their analysis. 
 
DNS - Domain Name System 
 
Provides a means for a user to access a computer on the Internet by using an 
easy to remember text name, instead of the numerical Internet address.  The 
service is provided by a series of directories arranged in a hierarchy.  These on-
line directories are called nameservers .  When a user types in a domain name in 
their Web browser, their computer queries a nameserver (or sequence of 
nameservers) to obtain the numerical IP address.  The top of the hierarchy is ".", 
and the top-level directory is called the root server .   The hierarchy then consists 
of the "global top level domains (gTLDs) such as ".com", ".net", and ".org", along 
with country code top level domains (ccTLDs) such as ".au" and ".uk".  The 
second level of the hierarchy (2LDS) consists of ".com.au" or ".co.uk".  Each part 
of the hierarchy consists of a primary nameserver , which also updates 
secondary nameservers .  These nameservers contain the accurate status of all 
domains in their part of the domain name hierarchy (zone) at any point in time. 
 
Organisations can also make copies of the data in these Nameservers to provide 
their own nameserver service (often called a DNS server), but the data may be 
out-of-date.  Each domain name in a nameserver may in turn point to a 
nameserver that contains more detail on that domain  (for example a company 
such as melbourneit.com.au, can run its own name servers to describe machines 
in that domain eg leda.melbourneit.com.au). 
 
Primary Name Server 
 
Provides an on-line directory with the official mapping of domain names to their 
corresponding nameservers for a particular part of the domain name hierarchy.  
The process of assigning a nameserver to a domain name is called delegation .  
Examples include munnari.oz.au (".com.au") maintained by the University of 
Melbourne, and yalumba.connect.com.au (".net.au") maintained by 
connect.com.au. 
 
Secondary Name Server 
 
Provides some redundancy to the Primary Name Server.  If a computer can’t 
reach a primary name server, then it can query a secondary name server.  For 
reasons of balancing the processing load, it is preferable to use a secondary 
name server nearby.  For example, European users of ".com" would access a 
secondary name server for ".com" in Europe. 
 
Root server 
 
The root server is the primary name server for ".".  It contains mappings between 
".com", ".au" etc and their corresponding nameservers.  It is the key to the 
domain name system and is maintained in a carrier-class data centre, with high 
security. It is called a.root-servers.net.  There are 12 secondary root servers - 
most of which reside in the USA, with one in Sweden and one in Japan. 
 
Domain Name Delegation 
 
Is the process of assigning a nameserver for a particular domain name.  A 
domain name without a nameserver is undelegated , and hence unreachable by 
an Internet user. When a user moves a computer from one ISP to another ISP, 
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they usually need to change the nameserver information.  This is called re-
delegation.  There are security issues here, and usually some proof is required 
before the manager of a particular part of the domain name hierarchy will make a 
change (eg via a unique password for each domain name). 
 
Thin Registry 
 
Is central database of domain name information for a particular part of the 
domain name hierarchy (eg ".com"), which only contains minimal details for each 
domain name.  These details normally include the domain name and the 
corresponding nameserver.  Verisign Global Registry Services provide a thin 
registry for ".com", and Melbourne IT maintains a thin registry for ".com.au".  The 
thin registry database is used to create a Zone file, which is sent to the Primary 
Name Server for that part of the domain name hierarchy. 
 
Fat Registry 
 
Is a central database of domain name information that includes details of the 
domain name registrant, in addition to the basic DNS information.  Examples 
include ".ca" and ".co.uk".  This registry normally provides a service for querying 
details of the registrant of a particular domain name, in addition to the services 
described above under thin registry.  This service is commonly called a WHOIS 
service. 
 
WHOIS service 
 
Is a service that allows users to query details of the Registrant of a particular 
domain name.  For ".com.au" this service is provided by AUNIC (which stores the 
authoritative details of domain name registrants separately from Melbourne IT).  
For ".com", this information is distributed amongst organisations that handle 
customer service.  For most other domains, the “fat registry” operator provides 
the service. 
 
Zone 
 
Is a part of the domain name hierarchy. 
 
Zone file 
 
The zone file contains the mappings between domain names and their 
corresponding nameservers for a particular zone.  Examples of zones include 
".com", ".au", and ".com.au".  The zone file for ".au" contains the domain 
".com.au" and a mapping to munnari.oz.au as the nameserver.  The zone file for 
"com.au" contains the domain "telstra.com.au" and a mapping to 
ns.telstra.com.au as the nameserver. 
 
Domain Name Registrant 
 
The person or organisation that applies for a domain name. 
 
Accredited Registrar 
 
An organisation that interfaces directly to the Registry provider, and has passed 
an accreditation process. 
 
This term commonly applies to the ICANN model, where ICANN accredits 
Registrars to connect to a Registry. 
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The Registrar primarily provides a customer service function, and pays a fixed 
fee to the Registry for each domain name registered.  Registrars can sell domain 
names directly to Registrants, or they can provide a wholesale service to 
Resellers (which is often an improved software interface compared to the basic 
service provided by the Registry).  For example, Melbourne IT is an accredited 
Registrar with ICANN for ".com". "net", and ".org", and primarily provides a 
wholesale service to resellers (typically ISPs).  In this model, the Registry does 
not directly interface with registrants (hence has minimal customer service 
costs).  This is term is typically used where there is no policy to be applied at the 
Registry.  Examples include the ICANN model for ".com", and the model for ".ca". 
 
Resellers, Members, Registrars 
 
These terms are basically equivalent.  ".com.au" and ".co.uk" have a large 
number of resellers that handle the customer service issues of providing domain 
names, and receive a wholesale discount from the Registry operator (eg 
Nominet).  ".uk" uses the term "Members", as the Registry operator is non-for-
profit and members have a vote in the operation of the operator.  Both Melbourne 
IT (".com.au") and Nominet (".uk") also provide services direct to Registrants at a 
retail price.  ".com" has thousands of resellers that each needs to connect to an 
accredited registrar, which in turn connects to the Registry.  Note also that some 
of the larger resellers in turn provide wholesale services to smaller resellers and 
so on.  Thus the supply chain is similar to any other retail supply chain for a 
commodity product. 
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Appendix Three – The Global Picture:  ccTLDs 
 
 
 
















